LOSSLESS IMAGE WATERMARKING METHOD BASED ON LOCAL PREDICTION
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Abstract: Lossless or Reversible watermarking is a technique to hide the secret information in an image and to reconstruct the original image after the extraction of the watermark. The classical watermarking introduces permanent distortions; reversible watermarking not only extracts the embedded data, but also recovers the original host signal/image without any distortion. So far, three major approaches have already been developed for image reversible watermarking. They are reversible watermarking based on lossless compression, on histogram shifting and on difference expansion. The use of local prediction in difference expansion reversible watermarking improves the quality of reconstruction. For each pixel, a least square predictor is computed on a square block centered on the pixel and the corresponding prediction error is expanded. The same predictor is recovered at detection without any additional information. The proposed local prediction is general and it applies regardless of the predictor order or the prediction context. For the particular cases of least square predictors with the same context as the median edge detector, gradient-adjusted predictor or the simple rhombus neighborhood, the local prediction-based reversible watermarking clearly outperforms the state-of-the-art schemes based on the classical counterparts.
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I. Introduction

The growth of the Internet along with the increasing availability of multimedia applications has spawned a number of copyright issues. One of the areas that this growth has fueled is that of digital watermarking. Digital watermarking is the general technique of embedding a blob of information in the original file, such that an altered file is obtained. The blob of information, thus included, serves one of different uses, such as, identifying piracy, sensing tampering, or reassuring integrity. The approaches to watermarking are diverse and can be broadly classified based on their visibility, robustness, or fragility. Their uses are also versatile, as they can be applied to text, images, audio, or video.

A) INTRODUCTION TO WATERMARKING

A digital watermark is defined as information embedded inside other chunks of information. The various types of watermarks can be better described by going through some of the most common purposes such as Digital signatures – The watermarks holds information identifying the owner of the content.

Fingerprinting – The watermark hides information about the authorized user of the content.

Broadcast and publication monitoring – The watermark is used to monitor the use of broadcasted or published information, as in the Philips Research initiative of creating Visual Identity Verification Auditor (VIVA) “to investigate and demonstrate a professional broadcast surveillance system. Broadcast material will be pre-encoded with an invisible unique watermark identifier. Authentication – The watermark (or in this case also called a vapormark) is used to guarantee that the content showed is precisely the one created.

Copy control – This watermark records information regarding possibilities of reproduction of the data. It will store simple rules similar to “data cannot be copied” or “data can be copied once only, and never afterwards”.

Secret communication – If there is no suspicion, information could be hidden on a watermark and sent without detection. Rivest suggests that watermarking, as well as his proposed confidentiality method (chaffing) are completely different techniques from encryption and therefore such techniques effectively invalidate the strong efforts put on by the government to restrict encrypted communication as a national security issue. These methods can be as secure as encrypting information, if not more due to their unorthodox approach and unexpected character.

Captioning or visible logo – Watermarks can be used in video transmission as an extra channel of communication, transmitting information such as captions or a visible logo somewhere on the media. Watermark insertion and detection usually are symmetric. This means that whatever method used to insert the watermark
inside a file will be inversed to extract the watermark. This is illustrated in Figure 1.1. Any type of watermark insertion method, if probed long enough and with enough resources, will be broken. Therefore, if the information contained in the watermark is of absolute security, none of the available watermarking methods today could guarantee its embedding and detecting safely. The problem’s core then becomes how secure should the watermark be. This degree of security will vary depending on the type of watermark used and the type of attack that is probable against it. Nowadays watermark design is tailored for the application and for probable attacks.

The future works Biometric system provides automatic recognition of an individual based on some sort of unique feature or characteristic possessed by the individual. Biometric systems have been developed based on fingerprints, facial features, voice, hand geometry, handwriting, the retina, and the one presented in this thesis, the iris. Biometric systems work by first capturing a sample of the feature, such as recording a digital sound signal for voice recognition, or taking a digital colour image for face recognition.

During the recognition phase the state history of length 20 image frames are determined for the moving object detected in the viewing range of the camera. Another way of classifying watermarking technique is a factor of its usage: robust, fragile, or semi-fragile, and spatial or spectral watermarks.

Robust watermarks: Watermarks can be used to hold knowledge of ownership. Such watermarks need to remain steadfast to the original image to do what they advertise. The intactness of the watermark is a measure of its robustness. These watermarks must be able to withstand normal manipulations to the image such as reduction of image size, lossy compression of image, changing the contrast of the images, etc. Fragile watermarks: These are complementary to robust watermarks and are, as a rule, more change-sensitive than robust watermarks. They lose their mettle when they are subject even to the smallest changes. Their use lies in being able to pin-point the exact region that has been changed in the original watermarked image. The methods of fragile watermarking range from checksums and pseudo-random sequences in the LSB locale to hash functions to sniff any changes to the watermark.

Semi-fragile watermarks: These watermarks are a middle ground between fragile watermarks and fragile watermarks. They engulf the best of both worlds and are more resilient than fragile ones in terms of their robustness. They also are better than robust watermarks in terms of locating the regions that have been modified by an unintended recipient.

Spatial watermarks: Watermarks that are applied to the “spatial domain of the image” are said to be spatial watermarks.

Spectral watermarks: These are watermarks that are applied to the “transform coefficients of the image”.

Figure 1.1 General watermark insertion/detection mechanism

II. Fonts Broad Classification of Watermarking

Watermarking techniques can broadly be classified based on their inherent characteristics: visible and invisible. Visible watermarks: A visible alteration of the digital image by appending a “stamp” on the image is called a visible watermark. This technique directly maps to that of the pre-digital era where a watermark was imprinted on the document of choice to impose authenticity. Invisible watermarks: By contrast, an invisible watermark, as the name suggests that this is invisible for the most part and is used with a different motive. While the obviousness of visible watermarking makes distinguishing legitimate and illegitimate versions easy, its conspicuousness makes it less suitable for all applications. Invisible watermarking revolves around such suitable factors that include recognizing authentic recipients, identifying the true source and non-repudiation. Another way of classifying watermarking technique is a factor of its usage: robust, fragile, or semi-fragile, and spatial or spectral watermarks.

Robust watermarks: Watermarks can be used to hold knowledge of ownership. Such watermarks need to remain steadfast to the original image to do what they advertise. The intactness of the watermark is a measure of its robustness. These watermarks must be able to withstand normal manipulations to the image such as reduction of image size, lossy compression of image, changing the contrast of the images, etc. Fragile watermarks: These are complementary to robust watermarks and are, as a rule, more change-sensitive than robust watermarks. They lose their mettle when they are subject even to the smallest changes. Their use lies in being able to pin-point the exact region that has been changed in the original watermarked image. The methods of fragile watermarking range from checksums and pseudo-random sequences in the LSB locale to hash functions to sniff any changes to the watermark.

Semi-fragile watermarks: These watermarks are a middle ground between fragile watermarks and fragile watermarks. They engulf the best of both worlds and are more resilient than fragile ones in terms of their robustness. They also are better than robust watermarks in terms of locating the regions that have been modified by an unintended recipient.

Spatial watermarks: Watermarks that are applied to the “spatial domain of the image” are said to be spatial watermarks.

Spectral watermarks: These are watermarks that are applied to the “transform coefficients of the image”.

Figure 1.1 General watermark insertion/detection mechanism
III. Results and Discussions

The proposed watermarking algorithm is tested on various gray scale images. The proposed method shows the improved embedding capacity of the images. The PSNR value of the images is also in the reasonable level which can be tolerated because of the increased embedding capacity. Table 5.1 shows the comparison of embedding capacity and PSNR of the proposed watermarking scheme.

Table 5.1 Parameter comparison of images

<table>
<thead>
<tr>
<th>Input image</th>
<th>Barbara</th>
<th>Lena</th>
<th>Boat</th>
</tr>
</thead>
<tbody>
<tr>
<td>Embedding Capacity</td>
<td>75645(bits)</td>
<td>80231(bits)</td>
<td>78549(bits)</td>
</tr>
<tr>
<td>Parameters</td>
<td>No of bits hidden</td>
<td>PSNR (dB)</td>
<td>No of bits hidden</td>
</tr>
<tr>
<td>Secret Sample 1</td>
<td>7500</td>
<td>27.1039</td>
<td>75000</td>
</tr>
<tr>
<td>Secret Sample 2</td>
<td>55400</td>
<td>28.3782</td>
<td>55400</td>
</tr>
<tr>
<td>Secret Sample 3</td>
<td>40800</td>
<td>28.9903</td>
<td>40800</td>
</tr>
<tr>
<td>Secret Sample 4</td>
<td>25992</td>
<td>30.1515</td>
<td>25992</td>
</tr>
</tbody>
</table>

The Figure 5.1 shows the sample screen shot which uses a cameraman image as the secret information. This information is hidden in the Barbara image.

![Figure 5.1](image1)

The Figure 5.2 shows the sample screen shot which uses a cameraman image as the secret information. This information is hidden in the Barbara image.

![Figure 5.2](image2)
The Figure 5.2 shows the sample screen shot which uses a Lena image as the secret information. This information is hidden in the boat image. From the comparison table it is clear that the original image which has higher mothsness have the high PSNR value when compared with the other images.

IV. Conclusion

The use of local prediction based reversible watermarking has been proposed. For each pixel, the least square predictor in a square block centered on the pixel is computed. The scheme is designed to allow the recovery of the same predictor at detection, without any additional information. The Local Prediction based reversible watermarking was analyzed for the case of four prediction contexts, namely the rhombus context and the ones of MED, GAP and SGAP predictors. The appropriate block sizes have been determined for each context. Among the four local prediction schemes analyzed, the one based on the rhombus context provides the best results. The results have been obtained by using the local prediction with a basic difference expansion scheme with simple threshold control, histogram shifting and flag bits.
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